The Use of Technology in Stalking

The incredible advances in technology in recent years have enabled us to be more connected to people and places than ever before. E-mail, texting, social networking, GPS, and other common technologies have become tools that many of us rely on heavily in our daily lives. For some people, however, these technologies have been used against them. They have been used to track people without their knowledge, to monitor what they do on their computer, and to impersonate them on-line. These people are victims of stalking through the use of technology, sometimes called “cyberstalking”. As technology continues to grow and improve, so does stalkers’ ability to terrorize their victims.

Because technology is constantly evolving, it can be difficult to stay well informed about what tools stalkers are using and what to do to protect yourself. The National Network to End Domestic Violence (NNEDV) has a program specifically to address technology issues and intimate partner violence called Safety Net: Safe and Strategic Technology Project. See page 3 for Questions and Answers on the use of technology in stalking.

Did you know...

A new section of the NYS Comptroller’s Your Money New York website provides financial information and resources specifically for women and their families, offering information on issues like financial education, job readiness and pay equity, women and children’s programs, and small business resources. Go to www.yourmoneynewyork.com/helpresource/families/women.php

From the Executive Director

Happy New Year!

I am pleased to reiterate a development that Deputy Secretary Denise O’Donnell announced last November. New York State has dedicated federal Recovery Act funds toward the creation of a statewide Domestic Incident Report (DIR) repository, which should be operational in a little over a year. When responding to domestic violence calls, police are often unaware that other police agencies have responded before to the same household. The new system will provide historical information about police involvement, allowing officers to make more informed primary aggressor analyses; consider stalking charges; and be as prepared as possible when arriving at the scene, protecting officers and victims.

This system will provide officers with what is in essence a history of risk assessments. As Dr. O’Sullivan describes in her article within, individual risk assessment is still an uncertain field, but many risk-related questions such as history of domestic violence, violations of court orders, and threats to kill, are contained in the DIR. The new system will enhance the utility of this vital document.

Finally, thanks to all who participated in the statewide “Shine the Light” domestic violence public awareness campaign last October. The effort was recognized by the National Domestic Violence Hotline as one of the three most inspirational campaigns of 2009. Enjoy the images highlighted in this issue and thank you for making New York shine!

Amy Barasch
Executive Director
No Crystal Ball: Predicting Reabuse and Murder of Intimate Partners

Chris S. O’Sullivan, Ph.D

Judges, police, victim advocates and others who deal with cases of intimate partner violence live with the fear that they will miss signs of extreme danger and a case they have a role in will end in tragedy. They hope for a risk assessment instrument that will allow them to try to prevent such dire outcomes. This article will consider what we know, what we can’t know, and whether risk assessment instruments can help.

WHAT WE KNOW

Past behavior is the best predictor of future behavior. Roughly 30% of men arrested for a domestic violence offense will be rearrested for the same offense within a few years; 60% will reoffend within nine years. An abuser’s criminal history is highly predictive of repeat abuse. Younger men are more likely to reoffend. Those who have more to lose – employment, marriage, home ownership, social status – are more likely to desist to avoid consequences such as rearrest, job loss or divorce. (But there have to be consequences to achieve this effect.)

Some characteristics distinguish cases in which men have murdered their intimate partners from those in which they have inflicted non-lethal abuse: job loss increased the probability that an abuser murdered his partner by a factor of four; access to a gun increased it by a factor of five; and having used a gun against the victim increased the probability of lethal assault 41 times. Note that some men with none of these characteristics have murdered their partners; others with these characteristics have not.

WHAT WE CAN’T KNOW

There are inherent limitations on our ability to predict – and therefore prevent – bad outcomes. Actions taken by the victim and the criminal justice system may disrupt the potential for re-assault, making predictions less accurate. Similarly, a change in an offender’s circumstances (a new job; learning that his ex-partner is engaged; experiencing combat; drug rehabilitation) may increase or decrease his motivation and capacity to inflict abuse, especially potentially lethal assault. Our predictions are situation-specific and short-lived.

Intimate partner homicides are particularly difficult to predict because murders, though too common, are statistically rare. Rare events are unpredictable. Richard Gelles points out that there are 1,200 intimate partner femicides in the US annually out of about 90,000,000 heterosexual couples; murder is always unlikely. We can project that if a man is unemployed, has previously abused his partner and threatened her with a gun, he is more likely to kill his partner than anyone else, but it does not mean that he will. Gelles notes that analysis of past cases provides explanation, not prediction. Only hindsight is 20:20.

CAN RISK ASSESSMENT INSTRUMENTS HELP US?

Some instruments are more accurate than victims’ predictions. The Danger Assessment (DA), designed for use with victims to predict lethality, and the Ontario Domestic Abuse Risk Assessment (ODARA), designed for use by law enforcement to predict reoffending, have achieved 70% accuracy in predicting severe reassaults and new offenses, respectively. They err on the side of caution; in at least 40% of cases categorized as high risk, the offender did not reassault his partner. Victims, conversely, are more likely to underestimate risk.

Whether and how instruments should be used depends on the context and purpose of the assessment. The DA might be used by victim advocates to train staff, help clients assess their safety, and communicate with police and prosecutors. The ODARA might be more useful in criminal justice settings because it relies on information on the offender’s criminal history. It is questionable whether courts should rely on instruments that cast too wide a net.

REDDUCING RISK

There is no infallible method of prediction. Still, there are many reliable indicators that suggest preventive measures. When possible, domestic violence offenders should be required to surrender firearms. Decisions about prosecution, pretrial release and sentencing should take into account an offender’s criminal history, including drug and property crimes. Courts should impose the maximum penalty available and enforce court orders. Such an approach does not require risk assessment and has been found to decrease revictimization.6 Arrest for a domestic violence offense has even been associated with a decreased likelihood of homicide. Risk assessment instruments may be helpful but not necessary to gathering relevant information. The key lies in the response.

This past October, the New York State Office for the Prevention of Domestic Violence (OPDV) had the honor and privilege of partnering with more than 110 different entities across New York State – non-profit service providers, private businesses, churches, universities, tourist attractions, chambers of commerce, television and radio stations, state, county and local government agencies, law enforcement, task forces and coalitions, and retail stores – all of which joined with domestic violence survivors and elected officials to “show their purple” during Domestic Violence Awareness Month.

Landmarks across the state were bathed in purple light, among them: Niagara Falls and the Peace Bridge in Western New York, the Empire State Building and 7 World Trade Center in New York City, the Alfred E. Smith Building in Albany, and the historic Whiteface Mountain fire tower in the Adirondack Park.

Other communities participated in creative ways. Downtown Seneca Falls painted a purple stripe and stenciled anti-domestic violence slogans along the sidewalks, as shop owners distributed fliers with information about domestic violence and available services. Schoharie County highlighted the entrances to their towns with purple flag displays, banners – even a snowplow in purple – and police cars and public transportation vehicles displayed purple magnetic ribbons.

Prominent buildings and structures across the State of New York were bathed in purple during October. This is a small representation. See the box on the next page for a full list of partners and visit the Gallery on the OPDV Website for more photos.
On Oct. 14, much of the state workforce wore purple to promote awareness of domestic violence.

A cell phone drive in partnership with Verizon Wireless took place at all state agencies, with proceeds to benefit victims in New York State.

All marked New York State Police cars - more than 1,400 - are displaying “Stop Domestic Violence” bumper stickers.

Organizations around the state held Awareness Days, including providing information for employees, encouraging staff to wear purple and donating to domestic violence programs.

This year’s partners deemed 2009 a success. Here’s what some people said:

“One of the most beautiful parts of the campaign were the brilliant purple ribbons that were tied on almost every tree on campus! I am excited about doing more next year!” - Buffalo State

“We had a fabulous day on Saturday. 1,040 visitors! The [local domestic violence program] is thrilled to have a venue for their display.” - Adirondack Museum

“We’re proud to turn the Mid-Hudson Bridge necklace lights purple to remind people of the importance of domestic violence prevention.” – NYS Bridge Authority

Mark your calendars to join us in 2010!

Visit the “Shine the Light on Domestic Violence” page on the OPDV website to see the Photo Gallery, the press release and more.
Q&A About the Use of Technology in Stalking

This Q&A was conducted with Erica Olsen (pictured right), Technology Safety Specialist, Safety Net: Safe & Strategic Technology Project, National Network to End Domestic Violence.

Q: What is cyberstalking?
A: Cyberstalking is the misuse of the Internet to stalk and harass someone. Although used frequently, it’s important to recognize that the term can be misleading. The term cyberstalking is most useful when it is clearly defined to include the array of technologies and tactics a stalker may be misusing; otherwise, the responses of advocates or law enforcement may not fully address all options.

Saying the “use of technology to stalk” is more accurate since the word “technology” includes a wider variety of tools.

Q: What are some technologies that stalkers use?
A: Stalkers can misuse the Internet to send repeated emails or instant messages, find a victim’s personal or location information, or monitor someone’s computer activity through Spyware. Computer monitoring software or hardware can be installed without the stalker ever having physical access to the computer. Stalkers may use hidden cameras to spy on someone’s activities or place a GPS tracker on the victim’s car to monitor her location. Stalkers might also harass the person by calling or texting numerous times a day.

The technologies stalkers use depend on the kind of relationship they have with the victim and their access to the victim and their property (i.e., house or car).

Q: How have social networking sites (i.e., Facebook, Twitter) been used to stalk victims?
A: Social networking sites can be misused to send harassing messages or to post explicit pictures taken with or without the consent of the victim. Stalkers also impersonate victims, sending inappropriate messages to family members, friends, and co-workers.

In a few cases, stalkers have posted something harassing and threatening online. In one case, a stalker posted a video of himself singing about killing his ex-girlfriend. In court, the judge felt it was a direct threat and grounds for granting an Order of Protection.

Although social networking sites raise many concerns for safety and privacy, they have not been seen as a major vehicle for stalking. We encourage users to make use of privacy features and to be cautious when posting personal information.

Q: What are some signs that someone is being cyberstalked?
A: In the majority of stalking cases, the victim will know the stalker and although they might not use the term “stalking” or “cyberstalking” to describe behavior, the stalking activities will be apparent. We encourage victims to trust their instincts regarding how they feel about someone’s behavior. It’s also important to note if stalking behaviors coincide with anything else, like the person giving a new phone or keyboard as a present or making changes on a family plan phone account. This may help to narrow down what tools the stalker is using. But, it is rare that a stalker would use only technology to stalk. Repeated calls or emails, harassing messages, flowers or notes on a victim’s car or at their workplace, or constantly showing up where the victim is, are all common behaviors of stalkers.

Q: If someone thinks they are being stalked through technology, what can they do?
A: We always encourage people to trust their instincts. Unfortunately, it is quite easy for stalkers to access technologies and learn how to misuse them. Although what may be happening to a victim can sound strange (i.e., “Someone knows everything I do on my computer.”), it is very possible that a stalker is using technology to do this.

If someone thinks they are being stalked, we encourage them to contact an advocate to discuss safety planning. There are many ways that a person can strategically use technology to maintain their safety and keep information away from the stalker. Safety planning can include anything from doing an Internet search for the victim’s name to see what information would be available online to the stalker, to having police or a mechanic do a sweep of the vehicle for possible GPS, to talking about privacy features on social networking sites. It’s also important to discuss a safe response to the stalking, as removing surveillance equipment or changing email accounts may alert the stalker and possibly increase risk.

Some other steps a person could take include talking to their phone company about blocking calls, opening up and using an alternative email account on a safer computer (one the stalker doesn’t have remote or physical access to), and getting an alternative pay-as-you-go phone that the stalker doesn’t know about.

There are several helpful handouts on our website that provide additional safety tips and information.
Legislative/Legal Update

The Governor’s Domestic Violence Program Bill (Chapter 476), sponsored by Senator Ruth Hassell-Thompson and Assemblywoman Helene Weinstein, was signed into law on September 16, 2009. One provision of the new law, which contains protections for victims of sexual assault committed by a family or household member, will go into effect on December 15, 2009. This new provision designates four low-level sexual assault crimes as family offenses: sexual misconduct, forcible touching, sexual abuse in the third degree and subsection one of sexual abuse in the second degree. Victims of these crimes will now be able to petition Family Court for orders of protection.

As with other forms of domestic violence, perpetrators may use sexual assault as a means of demeaning, terrorizing and controlling their victims. Criminal prosecution is not precluded in these circumstances because concurrent jurisdiction applies. However, in some cases, the charges may be difficult to prove. The law allows victims to allege these crimes in Family Court, providing an alternative route to securing an order of protection. As family offenses, these orders of protection will be registered on the state-wide registry and perpetrators will be now subject to mandatory arrest laws. Police agencies and Family Courts will now be able to utilize these enforcement tools to enhance both victim and public safety in these cases.

OPDV Around the State

This map shows the New York State counties (shaded orange) in which OPDV staff conducted trainings/presentations in 2009. These include trainings for: CPS/child welfare, law enforcement, health care, substance abuse, mental health, and local departments of social services. The map shows only the counties where the trainings took place, but often people from other counties attend OPDV trainings.

To see this map in more detail and/or for more information on OPDV’s trainings, visit: www.opdv.state.ny.us/aboutopdv/aroundstate.html

Innovative Training Events

On October 7, 8, and 9, 2009, OPDV and the NYS Office of Children and Family Services (OCFS) co-sponsored three regional forums entitled When Child Abuse and Domestic Violence Intersect: Tools to Engage the Family. The forums were held in Buffalo, Syracuse, and White Plains and were open to CPS and child welfare workers and domestic violence service providers. Over 150 people attended the full-day forums which covered topics such as how to engage fathers in the child welfare system and treatment vs. accountability for abusers. Speakers included Alisa Del Tufo, Founder of Threshold Collaborative in Southern Vermont; Haji Shearer, Director of the Fatherhood Initiative at the Massachusetts Children’s Trust Fund; and Gwen Wright, Director of Human Services and Prevention at OPDV.

On November 17, 2009, OPDV and the NYS Division of Criminal Justice Services (DCJS) co-sponsored Reducing Domestic Violence: Coordinated Strategies for Operation IMPACT Executives, a full-day conference held in Saratoga Springs, to assist Operation IMPACT jurisdictions with the development and enhancement of domestic violence strategies. Over 160 executive level criminal justice officials attended.

The conference featured national experts Andy Klein, Ph.D., from Advocates for Human Potential, Inc. in Sudbury, MA, and Paul Dedinsky, from the Milwaukee, WI County District Attorney’s Office. Topics covered included implications of current domestic violence research for law enforcement, interpretation of domestic violence statistics for crime analysts, and prosecuting witness tampering and battering from behind bars. The conference also included presenters from IMPACT jurisdictions around the state. Visit OPDV’s webpage for conference information and materials.
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